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Scentralizowane oprogramowanie do
zarzgdzania CC2000LE - 128 weztéw

Cena brutto 17 760,87 zt
Cena netto 14 439,74 zt
Dostepnos¢ Oczekujemy
Numer katalogowy ATE_CC2000LE
Kod producenta CC2000LE

Kod EAN 4710423775794
Producent Aten

Opis produktu

Oprogramowanie do zarzadzania CC2000 zapewnia wygodny, ekonomiczny centralny dostep do urzadzen informatycznych
zlokalizowanych w zdalnym centrum przetwarzania danych lub w zdalnych oddziatach zlokalizowanych w dowolnym miejscu
Swiata.

W potaczeniu z dowolnymi przetagcznikami KVM over IP, urzgdzeniami Serial Console Server i Power Over the NET™
oprogramowanie do zarzadzania CC2000 umozliwia administratorowi zdalne monitorowanie i kontrolowanie wszystkich
zainstalowanych urzadzen, w tym serwerdw typu blade i maszyn wirtualnych. Zastosowana w oprogramowaniu CC2000
architektura serweréw gtéwnych i zapasowych (Primary-Secondary) zabezpiecza transmisje danych, zapewniajac wbudowang
nadmiarowos¢, w tym uaktualnianie baz danych w czasie rzeczywistym oraz automatyczne funkcje tworzenia kopii
zapasowych serweréw gtéwnego i zapasowego oraz urzgdzen. Dzieki nadmiarowosci w przypadku usterki dowolnego serwera
CC2000 system zarzgdzania CC2000 funkcjonuje nadal — nadmiarowy modut zapasowy ("Secondary") przejmuje dziatanie i
zapewnia wymagane ustugi do czasu wznowienia pracy modutu gtéwnego ("Primary"). Ta funkcja podwdjnej nadmiarowosci
(kazdy serwer zapasowy moze mie¢ wiasny modut zapasowy) zapewnia ptynny dostep do wszystkich urzadzen i zarzadzanie
nimi.

Obecny w modelu CC2000 opatentowany tryb Panel DynaArray™ zapewnia administratorowi wglad w sygnat wyjsciowy wielu
portéw na osobnych panelach tego samego ekranu. W tym trybie sygnat wizyjny kazdego wybranego urzgdzenia jest
wyswietlany na osobnym panelu na ekranie. Aby uzyska¢ dostep do urzadzenia i przejgé¢ nad nim kontrole, wystarczy
skierowa¢ wskaznik myszy na odpowiedni panel i klikna¢.

Solidne rozwigzanie do centralnego zarzadzania to liczne korzysci:

* Szybkie i sprawne kontrolowanie instalacji za posrednictwem jednego portalu dostepnego z dowolnego miejsca Swiata.
* Szybsze reagowanie na sytuacje awaryjne w systemach o krytycznym znaczeniu.

« Eliminacja ograniczen odlegtosci zwigzanych z tradycyjnymi rozwigzaniami do zarzgdzania serwerowniami.

Funkcjonalnos$¢ oprogramowania

¢ Scentralizowane zarzadzanie

¢ Petna kontrola nad infrastrukturg przedsiebiorstwa — skonsolidowane zarzgdzanie urzadzeniami firmy ATEN

* Jeden portal, jednokrotne logowanie i jeden adres IP zapewniajg bezpieczny dostep do wszystkich urzadzen w instalacji

e Wszystkie urzgdzenia sa widoczne w ramach jednego drzewa, co zapewnia scentralizowany dostep, administrowanie i
zarzadzenia siecig na skale Swiatowg w dowolnym miejscu i czasie

¢ Topologia podstawowe/pomocnicze zapewniajaca nadmiarowos¢ (w tym uaktualnianie baz danych w czasie
rzeczywistym)

¢ Podwdjna nadmiarowos$¢ — oprogramowanie CC2000 umozliwia skonfigurowanie nie tylko nadmiarowego serwera
pomocniczego dla serwera podstawowego, ale réwniez kazdy serwer pomocniczy moze mie¢ nadmiarowy serwer
pomocniczy

¢ Agregacja urzadzen — port KVM, port szeregowy i wyjscie zasilania urzgdzenia informatycznego mozna skojarzy¢ i
wyswietli¢ na tej samej stronie internetowej, co zapewnia administratorom IT petng kontrole nad takim urzadzeniem z
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poziomu jednego interfejsu uzytkownika

¢ Obstuga instalacji na wielu platformach: Windows/Linux

¢ Obstuga wielu platform klientéw (Windows, Mac OS X, Linux, Sun)

¢ Obstuga wielu przegladarek: Internet Explorer, Chrome*, Firefox, Safari, Opera, Mozilla, Netscape

*Uwaga: Ostatnie wydanie przegladarki internetowej Chrome wytacza standardowa obstuge dodatkéw plug-in jezyka

java. Dlatego tez oprogramowanie CC2000 nie obstuguje przegladarki internetowej Chrome w wersji 42 ani

nowszych. Kliknij tutaj, aby uzyska¢ wiecej informacji.

Powiadomienia e-mail o okreslonych zdarzeniach systemowych

Automatyczne harmonogramy zadah systemowych, konfiguracyjnych i konserwacyjnych

Rejestrowanie i inspekcja zdarzen systemowych oprogramowania CC2000 i zarzadzanych urzadzen

Dzienniki sesji zapewniajace historie nacisnie¢ klawiszy urzadzen szeregowych

Automatyczne wykrywanie urzadzehn ATEN/ALTUSEN z informowaniem o stanie dostepnosci urzadzenia i obstuga

alarmoéw

¢ Przegladanie, zarzadzanie i konczenie aktywnych sesji uzytkownikéw w czasie rzeczywistym

¢ |dentyfikacja zarzadzania na poziomie uzytkownika

¢ Wielojezyczny, oparty na przegladarce graficzny interfejs uzytkownika skraca czas szkolenia uzytkownikéw i zwieksza
wydajnosc

¢ Obstuga urzadzen ogdlnych — uzytkownik moze zostac przekierowany z oprogramowania CC2000 do dziatajacych w
ramach centrum danych urzadzen innych firm

e Elastyczne opcje rejestrowania i raportowania

¢ Integracja z serwerami blade zapewnia scentralizowane sterowanie serwerami, zarzadzanie zasilaniem
(wtaczanie/wytaczanie serwera), odczyty czujnikéw i dziennikéw na potrzeby zarzadzania procesorem serwisowym

¢ Obstuga modutéw PDU firmy APC (AP79xx, AP89xx, AP86xx)

e Obstuga rejestracji jednokrotnej dla Dell DRAC 5, iDRAC 6, IBM RSA II, HP iLO 2, iLO 3, iLO 4, Dell CMC, IBM AMM oraz
HP OA

 Integracja wszystkich praw dostepu — sie¢ Web, SSH/Telnet, VNC/RDP, IPMI/SPM, KVM, potgczenia szeregowe,
zasilanie urzadzenia docelowego

¢ Infrastruktura wirtualna VMware obejmuje serwery centralne, serwery ESX, maszyny wirtualne i Citrix XenServer

¢ Panel DynaArray™ zapewnia informacje o wielu portach wyswietlane w osobnych panelach na tym samym ekranie

¢ Funkcja kojarzenia Zrédet zasilania z modutem PDU ATEN/Altusen umozliwia kojarzenie portéw KVM przetacznika z
wyjéciami zasilania modutu PDU, co zapewnia zdalne zarzadzanie zasilaniem serweréw za pomoca interfejsu
przetacznika

* Kreator oparty na sieci Web umozliwiajacy szybka instalacje urzadzen

¢ Serwer podstawowy moze pozyskiwaé nazwy portdw urzadzen z serweréw pomocniczych Serwer podstawowy moze

przekazywad nazwy portéw urzadzen do serwera pomocniczego

Zaawansowana funkcja wyszukiwania wpiséw dziennika

Silne zarzadzanie sesjami/integracja wielu sesji (ATEN iKVM, serwer blade, VMware, PDU itp.)

Zapisywanie licencji — uzywanie zagregowanych urzadzen do konsolidacji wielu portéw w jedna licencje weztowa

Eksport/import danych do serwera zdalnego lub lokalnego w czasie rzeczywistym lub zgodnie z harmonogramem

Eksportowanie danych z szyfrowaniem AES/DES

Uwierzytelnianie OOBC, PAP i CHAP

Obstuga IPv6

Obstuga NTS — urzadzenie moze pozyskiwaé doktadny czas z serwera przypisanego przez administratora

Obstuga oprogramowania SNMP Manager V1, V2c i V3

Silne zabezpieczenia

Silne zabezpieczenia w postaci uwierzytelniania wewnetrznego i zewnetrznego — uwierzytelnianie zewnetrzne

obejmuje LDAP, LDAPS, Kerberos, Active Directory, RADIUS, TACACS+ oraz NT Domain

¢ Opcja wymuszajgca na uzytkownikach wszystkich urzadzenh zarzadzanych z CC uwierzytelnianie za posrednictwem CC

— uzytkownicy nie mogga logowad sie bezposrednio na urzadzeniach

Zgodnos¢ ze standardem certyfikatéw cyfrowych X.509

Obstuga TLS 1.2 i 2048-bitowych certyfikatéw RSA, zapewnia bezpieczne logowanie uzytkownikéw z przegladarki

Elastyczne ustawienia limitu czasu sesji

Konfigurowane uprawnienia uzytkownikdéw i grup do uzyskiwania dostepu do serweréw

Obstuga silnych haset — zgodnos$¢ z norma SAS 70 w zakresie konfiguracji dopuszczalnej liczby nieudanych logowan

oraz parametréw blokowania identyfikatoréw uzytkownikéw

Mozliwos$¢ identyfikowania sie przez urzadzenia w przegladarce przez podanie nazwy, adresu MAC lub IP

Filtrowanie adreséw IP i MAC

Obstuga prywatnych urzedéw certyfikacji

Obstuga uwierzytelniania OTP (hasto jednorazowe) Kliknij tutaj, aby uzyska¢ wiecej informacji o funkcji OTP NOWOSC!

Elastyczna infrastruktura szyfrowania, pozwala uzytkownikom na wybér dowolnej kombinacji 56-bitowego szyfrowania

DES, 168-bitowego 3DES, 256-bitowego AES, 128-bitowego RC4 lub lub losowo - niezalezne szyfrowanie komunikacji z

klawiatura/mysza, wideo oraz danych nosnika wirtualnego *

* nalezy uzywac z urzadzeniami KVM over IP.

Funkcje zarzadzania serwerami

Obstuga na poziomie systemu BIOS

Nosniki wirtualne

Obstuga makr uruchamianych przy kofhczeniu sesji

Mouse DynaSync - automatyczna synchronizacja lokalnych i zdalnych ruchéw myszy

Technologia Panel Array Mode — jednoczesne monitorowanie wyjsciowego sygnatu wideo serweréw w instalacji

wygenerowano w programie shopGold


http://blog.chromium.org/2013/09/saying-goodbye-to-our-old-friend-npapi.html
https://www.aten.com/data/microsite/CC2000-OTP?utm_source=Product%20page&utm_medium=hyperlink&utm_content=CC2000%2BOTP%20microsite&utm_campaign=CC2000%2BOTP%20campaign

¢ Message Box do komunikacji miedzy administratorami i uzytkownikami

¢ Skalowanie wyswietlanego obrazu

Specyfikacja techniczna

Kompatybilne urzadzenia
Przetgczniki KVM over IP

Serwery konsol szeregowych

PDU

Procesor serwisowy
Wirtualna infrastruktura

Uwierzytelnianie i autoryzacja

Bezpieczenstwo

Protokét sieciowy i narzedzia IP
Przegladarka

Powiadomienie

Planowanie zadan

Dzienniki

Nadmiarowos¢ serwera

Obstugiwane systemy operacyjne

KL1108V, KL1116V, KL1508Ai, KL1516Ai, KH1508Ai, KH1516Ai,
KN1000, KN1000OA, KN1108v, KN1116v, KN1108VA, KN1116VA,
KN2124VA, KN2140VA, KN4124VA, KN4140VA, KN1132V,
KN2116VA, KN2132VA, KN4116VA, KN4132VA, KN4164V,
KN8132V, KN8164V, KN2116A, KN2132, KN4132, CN800O0A,
CN8000, CN8600, CS1708i, CS1716i, IPB000, CN9600
SN0148CO, SN0132CO, SN0116CO, SN0108CO, SN9116CO,
SN9108CO, SN0148, SN0132, SNO116A, SNO108A, SN9116,
SN9108, SN3101

ATEN:

PE8324, PE8216, PE8208, PE8108, PE7208, PE7108, PE6324,
PE6216, PE6208, PE6108, PE5208, PE5108, EC2004, EC1000.
APC:

AP79xx, AP89xx, and AP86xx.

Redfish, Dell iDRAC5/6/8, HP iLO2/3/5, IBM RSA IlI, Dell CMC,
IBM AMM, HP OA, IPMI, IMM.

VMware vSphere 5.5/6.0/6.5 Windows Server 2008/2012/2016 i
Citrix XenServer 6.5.

Obstuga lokalnych kont uzytkownikéw, LDAP, AD, Kerberos,
RADIUS i TACACS+.

Polityka oparta na rolach (Super Administrator, Administrator
systemu, Administrator urzadzenia, Administrator uzytkownika,
Uzytkownik, Audytor) dla kontroli uprawnien dostepu.

Import listy uzytkownikéw (*.csv), aby utworzy¢ wielu
uzytkownikéw jednoczesnie.

256-bitowe szyfrowanie AES dla bezpiecznego dostepu do
wezta end-to-end.

Blokowanie adreséw IP lub MAC.

Blokowanie bezpieczenstwa mediéw wirtualnych.
Konfigurowalne nieudane préby logowania i blokada.
Obstuga certyfikatéw podpisanych przez zewnetrzne urzedy
(CA).

Bezpieczne potaczenie internetowe z TLS v1.2 i certyfikatami
RSA 2048-bit.

Silne uwierzytelnianie hastem uzytkownika.

Konfigurowalny limit czasu sesji uzytkownika.

IPv4/IPv6, RDP, VNC, SSH oraz Telnet.

JavaClient (JNLP).

WinClient (ActiveX).

Mouse DynaSync.

Tryb Panel array (do 64 portéw KVM).

Virtual media.

Obstuga Exit macro

SMTP.

SNMP (v1, v2c, v3).

Syslog.

System message.

Backup bazy danych CC2000.

Backup konfiguracji CC2000.

Akktualizacja firmware dla urzadzen.

Eksport logéw systemowych.

Eksport logéw urzadzen.

Eksport logéw serwerdéw konsoli szeregowych.

Kontrola zasilania (Power on/off) dla PDU ATEN.

Logi systemowe.

Logi urzadzen.

Logi serweréw konsol szeregowych.

Putapki SNMP.

Raport z dziatan.

Architektura primary/secondary.

1 serwer primary z maksymalnie 31 serwerami secondary.
Windows: 7 lub nowszy, Server 2008, Server 2013 lub Server
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Obstugiwane przegladarki
Obstuga wielu jezykéw

Inne

Licencje
Podstawowa (bezptatna)
Opcje licencyjne USB

Dodatki systemu

Minimalne wymagania sprzetowe

Schemat potaczen

2019

Linux: Redhat Enterprise v7, SUSE Enterprise 9 & 10, Ubuntu
15.10, Debian 8.2, Fedora 23, OpenSUSE 13.1, CentOS 7
*Dla powyzszych OS wymagany jest JAVA Runtime
Environment (JRE) 8 lub nowszy.

Internet Explorer (10 lub nowszy), Chrome (56 lub nowszy),
Firefox (60 lub nowszy).

English, 0000, 0000, OO0, OO0, Francaise, Espafiol, Portugués,
Deutsch, Pycckuin.

Dashboard

Online user management.

NTP (Network Time Protocol).

1 Primary/16 Nodow.

CC2000TN (Tiny Pack: 1 Primary/32 Nodes).

CC2000XL (Extra Lite Pack: 1 Primary, 64 Nodes).
CC2000LE (Lite Pack: 1 Primary, 128 Nodes).

CC2000LS (Lite Plus Pack: 1 Primary, 256 Nodes).
CC2000SD (Standard Pack: 1 Primary/1 Secondary, 512
Nodes).

CC2000PS (Plus Pack: 1 Primary/5 Secondary, 2048 Nodes).
CC2000PM (Premium Pack: 1 Primary/9 Secondary, 5120
Nodes).

CC2000PL (Platinum Pack: 1 Primary/15 Secondary, Unlimited
Nodes).

CC2000MX (Maximum Pack: 1 Primary/31 Secondary,
Unlimited Nodes).

CCS1 (Add-on 1 Secondary Server License).

CCN1 (Add-on 1 Node License).

CCN10 (Add-on 10 Nodes License).

CCN50 (Add-on 50 Nodes License).

CCN100 (Add-on 100 Nodes License).

CCN500 (Add-on 500 Nodes License).

CCN1000 (Add-on 1000 Nodes License).

CCN10000 (Add-on 10000 Nodes License).

CCNU (Add-on unlimited Nodes License).

CPU: Pentium 4, 2.60 GHz lub wyzszy

Pamieé: 1GB

Dysk twardy: 500MB lub wiecej wolnego miejsca
Ethernet: Giga LAN
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Zawartos¢ opakowania

1x klucz licencyjny USB CC2000
1x Software CD

Produkty kompatybilne

KN2116VA,KN2132VA ,KN4116VA,KN4132VA,KN4164V,KN8132V,KN8164V,KN1108v,KN1116v,SNO108A,SNO116A,SN0132,SNO
148,PE6208AV,CN8000A,KN1000A,KL1108V,KL1116V,KN1132V,CL5708I,CL57161,KN1108VA,KN1116VA,PE6108AV,SN0108CO,
SN0116CO,SN0132CO,SN0148C0O,SN9108C0O,SN9116CO
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